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   Abstract: A wireless Ad-Hoc network is a decentralized type of wireless network. The network is Ad- Hoc because it 

does not rely on a preexisting infrastructure, such as routers in wired networks or access points in managed 

(infrastructure) wireless networks. Instead, each node participates in routing by forwarding data for other nodes, and so 

the determination of which nodes forward data is made dynamically based on classic routing, ad hoc networks can use 

flooding for forwarding the data [3]. 

 

    Index Terms: Ad-Hoc Network, Mobile Network. 

 

I. INTRODUCTION 

Deployed in 1990’s, Mobile Ad-hoc networks have been widely researched for many years. Mobile Ad-hoc 

Networks are a collection of two or more devices equipped with wireless communications and networking 

capability. These devices can communication with other nodes that immediately within their radio range or one 

that is outside their radio range. For the later, the nodes should deploy an intermediate node to be the router to 

route the packet from the source toward the destination. The Wireless Ad-hoc Networks do not have gateway, 

every node can act as the gateway.  

 

Although since 1990s’, lots of research has been done on this particular field, it has often been questioned as to 

whether the architecture of Mobile Ad-hoc Networks is a fundamental flawed architecture. The main reason for 

the argument is that Mobile Ad-hoc Networks are almost never used in practice, almost every wireless network 

nodes communicate to base-station and access points instead of co-operating to forward packets hop-by-hop. As 

argument, we try to clarify the definition, architecture and the characters of MANET, as well as the main 

challenges of constructing the MANET. Although many works have been done to solve the problem, we will 

show in this paper that it is very difficult to solve these limitations which made the Mobile Ad-hoc Networks a 

flawed architecture [3], [4]. After giving many evidences and analysis, we could see that the key technologies of 

Wireless Ad-hoc Networks were not implemented as well as we expect. That is to say, many problems are 

inherently unsolvable. Thus, we could explain why we take the position that Mobile Ad-hoc Networks are 

flawed architecture. 

 

In the next generation of wireless communication systems, there will be a need for the rapid deployment of 

independent mobile users. Significant examples include establishing survivable, efficient, dynamic 

communication for emergency/rescue operations, disaster relief efforts, and military networks. Such network 

scenarios cannot rely on centralized and organized connectivity, and can be conceived as applications of Mobile 

Ad Hoc Networks. A MANET is an autonomous collection of mobile users that communicate over relatively 

bandwidth constrained wireless links. Since the nodes are mobile, the network topology may change rapidly and 

unpredictably over time. The network is decentralized, where all network activity including discovering the 

topology and delivering messages must be executed by the nodes they, i.e., routing functionality will be 

incorporated into mobile nodes. 

 

The set of applications for MANETs is diverse, ranging from small, static networks that are constrained by 

power sources, to large-scale, mobile, highly dynamic networks. The design of network protocols for these 

networks is a complex issue. Regardless of the application, MANETs need efficient distributed algorithms to 

determine network organization, link scheduling, and routing. However, determining viable routing paths and 

delivering messages in a decentralized environment where network topology fluctuates is not a well-defined 

problem. While the shortest path (based on a given cost function) from a source to a destination in a static 

network is usually the optimal route, this idea is not easily extended to MANETs. Factors such as variable 

wireless link quality, propagation path loss, fading, multi-user interference, power expended, and topological 

changes, become relevant issues. The network should be able to adaptively alter the routing paths to alleviate 

any of these effects. Moreover, in a military environment, preservation of security, latency, reliability, 

intentional jamming, and recovery from failure are significant concerns. Military networks are designed to 

maintain a low probability of intercept and/or a low probability of detection. Hence, nodes prefer to radiate as 

little power as necessary and transmit as infrequently as possible, thus decreasing the probability of detection or 
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interception. A lapse in any of these requirements may degrade the performance and dependability of the 

network.               

After giving many evidences and analysis, we could see that the key technologies of Wireless Ad-hoc Networks 

were not implemented as well as we expect. That is to say, many problems are inherently unsolvable. Thus, we 

could explain why we take the position that Mobile Ad-hoc Networks are flawed architecture. 

 

II. APPLICATION 

The decentralized nature of wireless ad hoc networks makes them suitable for a variety of applications where 

central nodes can't be relied on, and may improve the scalability of wireless ad hoc networks compared to 

wireless managed networks, though theoretical and practical limits to the overall capacity of such networks have 

been identified [2].  Minimal configuration and quick deployment make ad hoc networks suitable for emergency 

situations like natural disasters or military conflicts. The presence of dynamic and adaptive routing protocols 

enables ad hoc networks to be formed quickly. 

Wireless Ad-Hoc networks can be further classified by their application: 

 Mobile Ad-Hoc Networks (MANET) 

 Wireless Mesh Networks (WMN) 

 Wireless Sensor Networks (WSN) 

 

MANET: A MANET, sometimes called a mobile mesh network, is a self-configuring network of mobile 

devices connected by wireless links. Each device in a MANET is free to move independently in any direction, 

and will therefore change its links to other devices frequently. Each must forward traffic unrelated to its own 

use, and therefore be a router. The primary challenge in building a MANET is equipping each device to 

continuously maintain the information required to properly route traffic. Such networks may operate by 

themselves or may be connected to the larger Internet. MANETs are a kind of wireless ad hoc networks that 

usually has a routeable networking environment on top of a Link Layer ad hoc network. The growth of laptops 

and 802.11/Wi-Fi wireless networking have made MANETs a popular research topic since the mid 1990s. Many 

academic papers evaluate protocols and their abilities, assuming varying degrees of mobility within a bounded 

space, usually with all nodes within a few hops of each other. Different protocols are then evaluated based on 

measure such as the packet drop rate, the overhead introduced by the routing protocol, end-to-end packet delays, 

network throughput etc. 

 

Wireless Mesh Network: A wireless mesh network (WMN) is a communications network made up of radio 

nodes organized in a mesh topology. Wireless mesh networks often consist of mesh clients, mesh routers and 

gateways. The mesh clients are often laptops, cell phones and other wireless devices while the mesh routers 

forward traffic to and from the gateways which may but need not connect to the Internet. The coverage area of 

the radio nodes working as a single network is sometimes called a mesh cloud. Access to this mesh cloud is 

dependent on the radio nodes working in harmony with each other to create a radio network. A mesh network is 

reliable and offers redundancy. When one node can no longer operate, the rest of the nodes can still 

communicate with each other, directly or through one or more intermediate nodes. The animation below 

illustrates how wireless mesh networks can self form and self heal. Wireless mesh networks can be implemented 

with various wireless technology including 802.11, 802.16, cellular technologies or combinations of more than 

one type. 

  
Fig.1   MANET [2] 
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A wireless mesh network can be seen as a special type of wireless ad-hoc network. A wireless mesh network 

often has a more planned configuration, and may be deployed to provide dynamic and cost effective 

connectivity over a certain geographic area. An ad-hoc network, on the other hand, is formed ad hoc when 

wireless devices come within communication range of each other. The mesh routers may be mobile, and be 

moved according to specific demands arising in the network. Often the mesh routers are not limited in terms of 

resources compared to other nodes in the network and thus can be exploited to perform more resource intensive 

functions. In this way, the wireless mesh network differs from an ad-hoc network, since these nodes are often 

constrained by resources. 

 

Mesh networks may involve either fixed or mobile devices. For example in difficult environments such as 

emergency situations, tunnels, oil rigs, battlefield surveillance, high speed mobile video applications on board 

public transport or real time racing car telemetry. An important possible application for wireless mesh networks 

is VoIP. By using a Quality of Service scheme, the wireless mesh may support local telephone calls to be routed 

through the mesh. 

 

Wireless Sensor Network:  A Wireless Sensor Network (WSN) consists of spatially distributed autonomous 

sensors to monitor physical or environmental conditions, such as temperature, sound, vibration, pressure, motion 

or pollutants, and to cooperatively pass their data through the network to a main location. The more modern 

networks are bi-directional, enabling also to control the activity of the sensors. The development of wireless 

sensor networks was motivated by military applications such as battlefield surveillance; today such networks are 

used in many industrial and civilian application areas, including industrial process monitoring and control, 

machine health monitoring, environment and habitat monitoring, healthcare applications, home automation, and 

traffic control [6] [7] .  The WSN is built of nodes - from a few to several hundreds or even thousands, where 

each node is connected to one (or sometimes several) sensors. Each such sensor network node has typically 

several parts: a radio transceiver with an internal antenna or connection to an external antenna, a 

microcontroller, an electronic circuit for interfacing with the sensors and an energy source, usually a battery. A 

sensor node might vary in size from that of a shoebox down to the size of a grain of dust, although functioning 

"motes" of genuine microscopic dimensions have yet to be created. The cost of sensor nodes is similarly 

variable, ranging from hundreds of dollars to a few pennies, depending on the complexity of the individual 

sensor nodes. Size and cost constraints on sensor nodes result in corresponding constraints on resources such as 

energy, memory, computational speed and communications bandwidth. The topology of the WSNs can vary 

from a simple star network to an advanced multi-hop wireless mesh network. The propagation technique 

between the hops of the network can be routing or flooding [8]. 
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Fig. 2 Wireless Sensor Network [1][4] 

Wireless Sensor Networks are a result of the combination of advances made in the field of analog and digital 

circuitry, wireless communications and sensor technology shown in fig. 2. A wireless sensor network typically 

consists of small devices called sensor nodes that are capable of sensing the environment around them. The 

sensor nodes are devices that are capable of sensing, gathering, storing and transmitting information.  The sensor 

nodes can be deployed anywhere without actually having to install or deploy them manually. In remotely 

inaccessible areas, these sensor nodes are just strewn across the desired sensor field.  

 

III. FUNDAMENTAL CHALLENGES OF MANET 

Since Wireless Ad-hoc Networks are inherently different from the well-known wired networks, it is an 

absolutely new architecture. Thus some challenges raise from the two key aspects: self-organization and 

wireless transport of information. First of all, since the nodes in a Wireless Ad-hoc Network are free to move 

arbitrarily at any time. So the networks topology of MANET may change randomly and rapidly at unpredictable 

times. This makes routing difficult because the topology is constantly changing and nodes cannot be assumed to 

have persistent data storage. In the worst case, we do not even know whether the node will still remain next 

minute, because the node will leave the network at any minute [5]. Bandwidth constrained is also a big 

challenge. Wireless links have significantly lower capacity than their hardwired counterparts. Also, due to 

multiple access, fading, noise, and interference conditions etc. the wireless links have low throughput. 

 

Energy constrained operation. Some or all of the nodes in a MANET may rely on batteries. In this scenario, the 

most important system design criteria for optimization may be energy conservation. Mobile networks are 

generally more prone to physical security threats than are fixed cable networks. There are increased possibility 

odeavesdropping, spoofing and denial-of-service attacks in these networks. 

 
IV. CONCLUSION 

MANET are an ideal technology to establish in an instant communication infrastructure less for military 

application. The most important thing for the networks is security. Routing is also a big problem. All the routing 

protocols for Wireless Ad hoc Networks are need patches. No suitable and stable routing protocols until now. 
Energy consumption problem still cannot be solved even much of efforts have been done to it. All these prove 

that the Wireless Ad hoc Networks is a flawed architecture. Not only because it is almost never used in practice 

but also because there are several technical difficulty that cannot be conquered. However as the wireless and 



  

 

 

 

ISSN: 2349-7300   

       ISO 9001:2008 Certified 
International Journal of Innovative Research in Engineering & Multidisciplinary Physical Sciences 

(IJIRMPS) 

Volume 1, Issue 1, October 2013 

33 

 

embedded computing technologies continue to advance, I do hope later, one day, we could build our wireless 

networks rely on some kinds of the Wireless Ad hoc Networks. 
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